February 5, 2015

To the Dartmouth community,

We awoke this morning to news of a major data breach at Anthem, the third-party administrator that managed our medical benefits through the end of 2012. This report caused us to immediately approach Anthem to determine how the breach could affect our community. Anthem responded with the following statement:

"We do know that the database that was hacked contained both current and former member information, but we do not yet know if your members and Dartmouth were specifically impacted. Forensic investigation continues with the FBI and a cyber-security company called Mandiant and we will know more over the coming days."

At Dartmouth we take the confidentiality of our employee information very seriously. We will remain in contact with the president of Anthem Blue Cross and Blue Shield of New Hampshire and press the company to work diligently to determine whether any Dartmouth member information was affected.

This is an ongoing investigation, which we expect will produce more information on how this impacts us. We will continue to monitor and respond to this situation on behalf of the Dartmouth community and provide updates as we have relevant and reliable information to report.

Anthem has created a website aimed at its current members, [http://www.anthemfacts.com/](http://www.anthemfacts.com/), which has details about the breach and a list of frequently asked questions. The company has also established a toll-free number, 1-877-263-7995, which former and current members can call with questions related to the incident.

We will continue to press Anthem for answers and appropriate responses for our community.

Regards,
Rick Mills
Executive Vice President